
Gestione associata   tra  i  Comuni  di  Besenello,  Calliano,  Folgaria,  Isera,  Lavarone,
Luserna,  Nogaredo,  Nomi,  Pomarolo,  Ronzo-Chienis,  Rovereto,  Terragnolo,
Trambileno, Vallarsa, Villa Lagarina e Volano

INFORMATIVA SUI TRATTAMENTI DI DATI PERSONALI EFFETTUATI
ATTRAVERSO L’ATTIVITA’ DI VIDEOSORVEGLIANZA PER LA PARTE DI
“SICUREZZA URBANA” COLLEGATA ALLA CENTRALE OPERATIVA DEL
CORPO INTERCOMUNALE DI POLIZIA LOCALE “ROVERETO E VALLI DEL

LENO”, IN GESTIONE ASSOCIATA TRA I COMUNI DI BESENELLO, CALLIANO,
FOLGARIA, ISERA, LAVARONE, LUSERNA, NOGAREDO, NOMI, POMAROLO,

RONZO-CHIENIS, ROVERETO, TERRAGNOLO, TRAMBILENO, VALLARSA,
VILLA LAGARINA E VOLANO

La informiamo che il Regolamento UE 2016/679 (GDPR), il Decreto legislativo 18 maggio 2018, n. 51 che ha
dato attuazione alla Direttiva UE n. 2016/680 e il Decreto legislativo 196/2003 hanno ad oggetto la protezione
delle persone fisiche con riguardo al trattamento dei dati personali. Gli artt. 13 e 14 del GDPR e gli artt. 9 e 10
del  Decreto legislativo  18 maggio 2018, n. 51 prevedono che il soggetto i cui dati vengono trattati (Lei, in
qualità di interessato) venga debitamente informato sul trattamento medesimo.

TITOLARE TITOLARE/CONTITOLARE DEL TRATTAMENTO
Chi  decide  le  modalità  e  le

finalità del trattamento?

L’Ente,  in  qualità  di
titolare/contitolare del trattamento,
decide le modalità  e le finalità del
trattamento.

Il Titolare del trattamento dei dati personali è il Comune di Rovereto con
sede a Rovereto, piazza del Podestà 11
PEC: comunerovereto.tn@legalmail.it
SITO: https://www.comune.rovereto.tn.it

Il  Comune  di  Rovereto  ha  sottoscritto  apposite  convenzioni  per  la
gestione associata e coordinata del servizio di polizia locale nel Corpo
Intercomunale  di  Polizia  Locale  “Rovereto  e  Valli  del  Leno”  con  i
Comuni  di  Besenello,  Calliano,  Folgaria,  Isera,  Lavarone,  Luserna,
Nogaredo,  Nomi,  Pomarolo,  Ronzo-Chienis,  Rovereto,  Terragnolo,
Trambileno, Vallarsa, Villa Lagarina e Volano.
Il  Comune di  Rovereto  ha il  ruolo  di  capofila  della  predetta  gestione
associata.
Le  suddette  convenzioni  prevedono  un  accordo  di  contitolarità  per  il
trattamento  dei  dati  tra  i  Comuni  convenzionati  e  precisano  che  la
contitolarità  è  riferita  a  tutte  le pratiche ed ai  procedimenti  di  Polizia
Locale  ed  amministrativi  disciplinati  nelle  predette  convenzioni,
disponibili presso la sede del Titolare e quelle dei Contitolari.

Contitolari del  trattamento  dei  dati  personali  sono  dunque  i  suddetti
Comuni  di  Besenello,  Calliano,  Folgaria,  Isera,  Lavarone,  Luserna,
Nogaredo,  Nomi,  Pomarolo,  Ronzo-Chienis,  Terragnolo,  Trambileno,
Vallarsa, Villa Lagarina e Volano.

RPD RESPONSABILE PER LA PROTEZIONE DATI
Chi è il RPD?

Il  Responsabile  per  la  protezione
dei  dati  (RPD)  è  il  soggetto
individuato  dal  titolare  del
trattamento che svolge funzioni di
supporto  e  controllo,
sull’applicazione del Regolamento
UE.

Consorzio dei Comuni Trentini, con sede a Trento, in via Torre Verde 23
EMAIL: servizioRPD@comunitrentini.it
SITO:  https://www.comunitrentini.it

DATI CATEGORIE DI DATI PERSONALI TRATTATI



Quali dati raccogliamo?

Raccogliamo  diverse  categorie  di
dati  personali,  a  seconda  della
finalità del trattamento.

• Dati identificativi semplici (immagini di persone e mezzi, targa
di veicoli, ecc.); 

• dati  di  localizzazione  (data  e  luogo  in  cui  è  avvenuto  il
passaggio sotto il dispositivo di videosorveglianza ecc.); 

• eventuali dati particolari;
• eventuali dati giudiziari.

FONTE FONTE DEI DATI
Dove sono stati raccolti i dati?

I  dati  possono  essere  raccolti
direttamente  presso  l’interessato,
oppure  presso  enti  terzi  che  ne
hanno  fatto  comunicazione  al
titolare del trattamento.

I dati personali vengono raccolti mediante le registrazioni degli impianti
di videosorveglianza per la parte di “sicurezza urbana” in uso al Titolare,
nonché  ai  Contitolari  del  trattamento  se  i  relativi  sistemi  di
videosorveglianza   sono  collegati  alla  centrale  operativa  del  Corpo
Intercomunale di Polizia Locale “Rovereto e Valli del Leno”.

SCOPO FINALITA’ DEL TRATTAMENTO
A  che  scopo  trattiamo  i  Suoi

dati?

Il  trattamento  dei  Suoi  dati  è
realizzato per diverse finalità.

I dati sono trattati per l’esecuzione di un compito di interesse pubblico o
connesso all’esercizio di pubblici poteri, svolto nell’ambito delle funzioni
istituzionali dell’Ente, di cui è investito il Titolare, in particolare per le
attività di 

•    tutela della sicurezza urbana; 
•   tutela  della  sicurezza stradale  (es.  art.  15, 80,  193,  201, c.  5-

quater CdS, ed  un sistema di videoanalisi, a livello sperimentale
e temporaneo, limitato alla sola piazza Rosmini del Comune di
Rovereto, senza conservazione di  dati,  che può segnalare alla
Centrale Operativa  la presenza di veicoli in sosta, per i quali
l’operatore valuta l’opportunità o la necessità di un intervento
finalizzato  ad  accertare  la  regolarità  delle  soste)  e  polizia
amministrativa; 

•     tutela ambientale (es. art. 255, c. 1-ter Codice dell’Ambiente);
•   prevenzione,  indagine,  accertamento  e  perseguimento  di  reati

nell’ambito della sicurezza urbana es. di tipo predatorio, per la
prevenzione dei fattori di marginalità e di esclusione sociale;

•     tutela del patrimonio comunale presente sulla pubblica via;
•     ordine e sicurezza pubblica da parte delle Forze di Polizia; 
•    tutela della protezione civile;  
•     polizia giudiziaria.

Si precisa che nell’allegato A) al Disciplinare – Programma del  sistema
di videosorveglianza del Comune di Rovereto per la parte di “sicurezza
urbana„  collegata  alla  centrale  operativa  del  Corpo  Intercomunale  di
Polizia  Locale  “Rovereto  e  Valli  del  Leno„,  sotto  compiutamente
individuato, sono specificate per ciascun dispositivo l’area in cui esso è
ubicato nonché la finalità per cui è utilizzato.

I  dati  personali  possono  essere  trattati  inoltre  per  finalità  diverse  da
quelle  per  le  quali  sono  stati  raccolti,  garantendo  in  ogni  caso  la
compatibilità con i fini istituzionali.

CONDIZIONI BASE GIURIDICA DEL TRATTAMENTO
Quale condizione rende lecito il

trattamento?

Il  trattamento,  per  essere  lecito,
deve  essere  fondato  su
un’adeguata base giuridica.

La base giuridica del trattamento si rinviene nell’articolo 6, paragrafo 1,
lettera e) del GDPR, per le categorie di dati particolari nell’articolo 9,
paragrafo 2, lettera g) del GDPR e per i dati relativi a condanne penali e
reati  nell’art.  10  del  GDPR,  nonché  nell'art.  1,  comma 2,  del  D.Lgs.
51/2018 per i dati indicati nell’art. 2, comma 1, lettere a), p) del D.Lgs
51/2018.
In particolare quanto alle norme che regolano l’attività amministrativa, si
vedano:
�  L.R. n. 02/2018 e ss. mm. (Codice Enti Locali)



�  D.lgs. 14 marzo 2013, n. 33 e Legge Regionale T.A.A. 29 ottobre
2014 n. 10, in materia di trasparenza amministrativa;

�  D.lgs. 7 marzo 2005, n. 82 e ss. mm. - Codice dell’amministrazione
digitale;

� Legge  provinciale  30  novembre  1992,  n.  23,  che  disciplina  i
principi  per  la  democratizzazione,  la  semplificazione  e  la
partecipazione  all'azione  amministrativa  provinciale  e  degli  enti
locali e norme in materia di procedimento amministrativo.

Quanto  alle  specifiche  disposizioni  di  legge,  di  regolamento o  di  atti
amministrativi generali che regolano le attività del trattamento si vedano
il  Provvedimento  del  Garante  sulla  Privacy  in  materia  di
videosorveglianza  del  08.04.2010  (Gazzetta  Ufficiale  n.  99  del
29.04.2010), il D.L. 23.02.2009 n. 11 convertito con modificazioni dalla
L.  23.04.2009  n.  38,  il  D.L.  20.02.2017  n.  14  convertito  con
modificazioni  dalla  L.  18.04.2017  n.  48  che  all’art.  4  fornisce  la
definizione di “sicurezza urbana”, le Linee guida del Comitato europeo
per  la  protezione dei  dati  n.  3/2019 sul  trattamento dei  dati  personali
attraverso dispositivi video, nonché il D.L 09.10.2021 n. 139 convertito
con  modificazioni  dalla  L.  03.12.2021  n.  205;  il  Codice  della  Strada
(D.Lgs. 30.04.1992 n. 285) ed il relativo Regolamento di esecuzione e di
attuazione (D.P.R. 16.12.1992 n. 495); il Codice dell’Ambiente (D.lgs.
03.06.2006  n.  152);  il  D.L.  08.08.2025  n.  116  convertito  con
modificazioni dalla L. 03.10. 2025, n. 147 ecc.

Si  informa  inoltre  che   il  Comune  di  Rovereto  ha  adottato,  con
deliberazione  del  Consiglio  comunale  n.  11  di  data  31.01.2006,  il
Regolamento comunale per il trattamento dei dati sensibili e giudiziari e,
con deliberazione del Consiglio comunale n. 55 di data 12.12.2012, ha
approvato  il  Regolamento  in  materia  di  protezione  dei  dati  personali,
modificato  ed  aggiornato  da  ultimo  con  deliberazione  del  Consiglio
comunale  n.  10  di  data  26.02.2020.  Con  deliberazione  della  Giunta
comunale  n.  58  di  data  24  marzo  2015  è  stato  approvato  inoltre  il
Disciplinare – Programma del sistema di videosorveglianza del Comune
di  Rovereto  per  la  parte  di  “sicurezza  urbana„  collegata  alla  centrale
operativa  del Corpo Intercomunale di Polizia Locale “Rovereto e Valli
del  Leno„  modificato  ed  aggiornato  con  deliberazione  della  Giunta
comunale n. 180 di data 5 agosto 2020 e da ultimo con deliberazione
della Giunta comunale n. 62 di data 25 marzo 2025.
I Comuni contitolari la cui attività di videosorveglianza per la parte di
“sicurezza  urbana”  è  collegata  alla  centrale  operativa  del  Corpo
Intercomunale  di  Polizia  Locale  “Rovereto  e  Valli  del  Leno”  hanno
adottato  appositi Regolamenti in materia di videosorveglianza e relativi
Disciplinari  i  cui  riferimenti  sono  reperibili  sui  siti  istituzionali  di
ciascuno di essi.

MODALITA’ MODALITA’ DEL TRATTAMENTO
I Suoi dati sono al sicuro?

Nel trattare i  Suoi  dati  adottiamo
specifiche misure di sicurezza per
prevenire la perdita, gli usi illeciti
o  non  corretti  e  gli  accessi  non
autorizzati ai tuoi dati personali.

I  dati  sono  trattati  con  strumenti  informatici  o  manuali  e  tramite
procedure  adeguate  a  garantirne  la  sicurezza  e  la  riservatezza.  Il
trattamento  è  effettuato,  esclusivamente per  le  finalità  sopra indicate,
dal/i designato/i per la gestione del sistema di videosorveglianza e dai
soggetti nominati quali incaricati/autorizzati per la gestione del sistema
di  videosorveglianza,  secondo  quanto  indicato  nel  Regolamento
comunale,  nel  Disciplinare  –  Programma  del  sistema  di
videosorveglianza  e  nella  vigente  DPIA,  personale  specificamente
autorizzato  in  relazione  ai  compiti  e  alle  mansioni  assegnate  e  nel
rispetto del segreto professionale e del segreto d’ufficio.

Abbiamo adottato specifiche misure di sicurezza per prevenire la perdita
dei dati personali, usi illeciti o non corretti ed accessi non autorizzati.



È esclusa l’esistenza di un processo decisionale automatizzato, compresa
la profilazione.

Per le caratteristiche dell’impianto di videosorveglianza del Comune di
Rovereto  si  rimanda all’allegato A) del Disciplinare – Programma del
sistema di  videosorveglianza  del  Comune di  Rovereto per  la  parte  di
“sicurezza  urbana”  collegata  alla  centrale  operativa  del  Corpo
Intercomunale di Polizia Locale “Rovereto e Valli del Leno”.
Per  le  caratteristiche  dell’impianto  di  videosorveglianza  dei  Comuni
convenzionati si rimanda ai rispettivi Regolamenti e relativi Disciplinari
del  sistema  di  videosorveglianza  per  la  parte  di  “sicurezza  urbana”
collegata  alla  centrale  operativa  del  Corpo  Intercomunale  di  Polizia
Locale “Rovereto e Valli del Leno”  i cui riferimenti sono reperibili sui
siti istituzionali di ciascuno di essi.

Nelle  aree  o  zone  in  cui  sono  installate  telecamere  è  presente
un’informativa di primo livello che avverte della presenza di impianti di
videosorveglianza e fornisce ulteriori sintetiche informazioni, secondo il
modello  indicato  dall’Autorità  Garante  per  la  protezione  dei  dati
personali.
Nell’informativa  relativa  alla  sola  piazza  Rosmini  del  Comune  di
Rovereto,  è  contenuto  anche  uno  specifico  avviso  del   sistema  di
videoanalisi, a livello sperimentale e temporaneo, senza conservazione di
dati, che può segnalare alla Centrale Operativa  la presenza di veicoli in
sosta,  per  i  quali  l’operatore  valuta  l’opportunità  o  la  necessità  di  un
intervento finalizzato ad accertare la regolarità delle soste e la sicurezza
stradale.

CONSERVAZIONE PERIODO DI CONSERVAZIONE DEI DATI
Per quanto tempo conserviamo i

Suoi dati?

Conserviamo  i  Suoi  dati  per  un
periodo di tempo che varia in base
alle finalità del trattamento.

I  dati  sono  conservati  per  7  giorni  successivi  alla  rilevazione  delle
immagini con riferimento ai flussi video di videosorveglianza collegati
alla  centrale  operativa,  decorso  tale  termine  i  dati  sono  cancellati
automaticamente, fatte salve speciali esigenze o adempimenti normativi,
nel rispetto delle misure previste ad assoluta tutela dei Suoi diritti.
Per  quanto  riguarda  invece  il  sistema  di  videoanalisi,  a  livello
sperimentale e temporaneo, limitato alla sola piazza Rosmini del Comune
di  Rovereto, che può segnalare  alla  Centrale  Operativa la  presenza di
veicoli in sosta, per i quali l’operatore valuta l’opportunità o la necessità
di  un  intervento  finalizzato  ad  accertare  la  regolarità  delle  soste  e  la
sicurezza stradale senza conservazione di dati, si ribadisce che esso non
effettua alcuna registrazione né conservazione di dati.

DESTINATARI A CHI POSSONO ESSERE COMUNICATI
A  chi  potremmo  trasmettere  i

Suoi dati?

Per  le  finalità  del  trattamento
indicate  in  questa  Informativa
potremmo trasmettere alcuni  Suoi
dati a soggetti esterni che agiscono
come  titolari  e/o  responsabili  del
trattamento.

I  dati  possono essere trattati  da soggetti  esterni  operanti  in qualità  di
titolari quali, ad esempio, Autorità ed organi di vigilanza e controllo e, in
generale, soggetti, anche privati, legittimati a richiedere i dati nei casi,
nei limiti e secondo le modalità stabilite dalle disposizioni che regolano
l’accesso  ai  documenti  detenuti  presso  la  Pubblica  Amministrazione,
nonché Pubbliche Autorità che ne facciano espressa richiesta per finalità
amministrative o istituzionali.
In particolare i dati sono comunicati ai soggetti coinvolti direttamente o
indirettamente  nell’esecuzione  delle  predette  attività  previsti  dalle
normative sopra indicate, tra cui quelli  nominati quali responsabili  del
trattamento  ex  art.  28  del  GDPR,  precisamente  SMR  s.r.l.  e  relativi
responsabili del trattamento.
I  dati  sono  comunicati  alle  Forze  di  Polizia  in  virtù  del  patto  per  la
sicurezza siglato in data 09.06.2022.
I dati sono oggetto di diffusione nei soli casi ammessi dalla legge.

AUTORIZZATI CHI PUO’ TRATTARE I DATI



Chi sono i soggetti autorizzati a

trattare i Suoi

dati?

I Suoi dati potranno essere trattati
dai  dipendenti  e  collaboratori
dell’Ente.

I  dati  possono  essere  conosciuti  dal/i  designato/i  per  la  gestione  del
sistema  di  videosorveglianza  e  dai  soggetti  nominati  quali
incaricati/autorizzati  per  la  gestione del  sistema di  videosorveglianza,
secondo quanto indicato nel Regolamento comunale, nel Disciplinare –
Programma del sistema di videosorveglianza e nella vigente DPIA.
Per  le  finalità  indicate,  i  dati  possono essere trattati  da soggetti  terzi
(fornitori, consulenti, prestatori d’opera), nominati quali responsabili del
trattamento  ex  art.  28 del  GDPR.,  precisamente SMR s.r.l.  e  reletivi
responsabili del trattamento.
I  dati  sono  comunicati  alle  Forze  di  Polizia  in  virtù  del  patto  per  la
sicurezza siglato in data 09.06.2022.

TRASFERIMENTO TRASFERIMENTO DEI DATI IN PAESI EXTRA UE
I  Suoi  dati  potranno  essere

trasferiti all’estero in Paesi fuori

dall’Unione Europea?

I  Suoi  dati  potrebbero  essere
trasferiti in Paesi extra-europei. In
caso  di  trasferimento  di  dati
all’estero Le garantiamo il rispetto
dei  requisiti  di  legge  per  il
trasferimento.

I dati non sono oggetto di trasferimento fuori dall’Unione Europea.
In  caso  di  trasferimento  i  dati  sono  soggetti  alle  seguenti  garanzie
adeguate:

� decisione di adeguatezza della Commissione Europea
� clausole contrattuali standard
� meccanismi di certificazione
� codici di condotta.

OBBLIGATORIETA’ OBBLIGATORIETA’  DEL  CONFERIMENTO  DEI
DATI

Perché  è  necessario  il

conferimento dei Suoi dati?

Per alcune finalità del trattamento
è  necessario  che  Lei  conferisca  i
Suoi  dati,  senza  i  quali  non
potremo  fornirLe  i  nostri  servizi.
Per  altre,  Lei  è  libero  di  non
conferire i Suoi dati; in tal caso, il
servizio ulteriore non sarà erogato.

Il conferimento dei dati ha natura obbligatoria ai fini del perseguimento
delle finalità sopra indicate previste dalla normativa vigente.

DIRITTI I DIRITTI DELL’INTERESSATO
Quali sono i Suoi diritti?

Può esercitare i diritti che Le sono
riconosciuti  dal  Regolamento
Europeo.  Ad  esempio,  può
chiedere al titolare l’accesso ai dati
che  la  riguardano,  la  loro
cancellazione,  rettifica,
integrazione, nonché la limitazione
del  trattamento.  Può  inoltre
opporsi,  per  motivi  legittimi,  al
trattamento  e  proporre  reclamo
all’Autorità  Garante  per  la
protezione dei dati personali.

Lei  potrà  esercitare,  nei  confronti  del  Titolare  ed in  ogni  momento,  i
diritti previsti, a seconda del contenuto e della finalità delle immagini, nei
casi e modi sotto indicati.
Se i dati riguardano attività e finalità esclusivamente amministrative Lei
potrà esercitare, in ogni momento, i seguenti diritti previsti dal GDPR:

• richiedere  la  conferma dell'esistenza  o  meno  dei  dati  che  La
riguardano (art. 15);

• ottenere la loro comunicazione in forma intelligibile (art. 15 co.
1);

• richiedere  di  conoscere  le  finalità  e  modalità  del  trattamento
(art. 15 co. 1);

• l’eventuale cancellazione (art. 17), 
• la limitazione o il blocco dei dati trattati in violazione di legge

(art. 18); 
• opporsi, per motivi legittimi, al trattamento dei dati, compresa la

profilazione (artt. 21 e 22).

Se i dati riguardano attività e finalità penali Lei potrà esercitare, in ogni
momento, i seguenti diritti previsti dal D.Lgs. 51/2018:

• richiedere la conferma dell'esistenza di un trattamento in corso
di dati personali che lo riguardano e, in tal caso, l'accesso ai dati



e alle informazioni previste dall’art. 11 (art. 11);

• se ricorrono i presupposti normativi, chiedere la cancellazione
dei dati personali o la limitazione del loro trattamento (art. 14).

I diritti relativi a questo secondo elenco potranno essere ritardati, limitati
o esclusi con disposizioni di legge o regolamento, nei casi e nei modi
previsti  dall’art.  14,  comma  2,  del   D.Lgs  51/2018,  al  fine  di  non
compromettere  il  buon  esito  dell’attività  di  prevenzione,  indagine  e
accertamento e perseguimento dei reati o l’esecuzione di sanzioni penali,
nonché l’applicazione delle misure di prevenzione e di sicurezza, tutelare
la sicurezza pubblica e nazionale, i diritti e le libertà altrui.

In ragione della natura intrinseca del trattamento dei dati non è di fatto
esercitabile  il  diritto di  aggiornamento, rettificazione o integrazione in
quanto si tratta di immagini raccolte in tempo reale riguardanti un fatto
obiettivo.

I  suddetti  diritti  possono  essere  esercitati  utilizzando  il  modulo
predisposto  dal  Titolare  stesso  e  reperibile  al  seguente  link:
https://www.comune.rovereto.tn.it/Documenti-e-dati/Modulistica/Eserci
zio-di-diritti-in-materia-di-protezione-dei-dati-personali

DIRITTO DI RECLAMO
L’interessato,  qualora  ritenga  che  il  trattamento  dei  dati  personali
avvenga in violazione del GDPR, può proporre reclamo al Garante per la
protezione dei dati personali (art. 77), a tal fine può trovare informazioni
e  moduli  utili  al  seguente  indirizzo
https://www.garanteprivacy.it/home/docweb/-/docweb-display/docweb/
4535524 o adire le opportune sedi giudiziarie.

MODIFICHE  E  AGGIORNAMENTI:  la  presente  informativa  può  essere  soggetta  a  modifiche  e/o

integrazioni. 

Versione di data 24.12.2025


